**ОПРОСНЫЙ ЛИСТ ПО SWIFT**

|  |  |
| --- | --- |
|  | |
| Наименование организации |  |
|  | |
| Контактное лицо |  |
|  | |
| Телефон |  |
|  | |
| Email |  |
|  | |
| Дата заполнения |  |
|  | |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 1. Цель проведения | | | | обязательно |
|  | | | | |
| Выполнение требований SWIFT о корректном формировании системы информационной безопасности  Оценка действующей системы информационной безопасности  Требования партнеров | | | | |
| Другое | |  | | |
|  | | *Указать* | | |
| *- выбрано;*  *- не выбрано* | | | | |
|  | | | | |
|  | | | | |
| 1. Укажите тип архитектуры | | | | обязательно |
|  | | | | |
| Архитектура А1  Архитектура А2  Архитектура А3 | | | Архитектура А4  Архитектура B | |
|  | | | | |
|  | | | | |
| 1. Наличие ОРД, описывающих сегмент SWIFT и работу уполномоченных лиц? | | | | обязательно |
|  | | | | |
| Да | | | Нет | |
|  | | | | |
| Если да, то укажите, какие ОРД имеются: | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
|  | | | | |
| *Указать* | | | | |
|  | | | | |
| 1. Укажите количество сотрудников, задействованных в обслуживании и управлении инфраструктурой SWIFT (в т. ч. Администраторы, Операторы) | | | | обязательно |
|  | | | | |
|  | | | | |
| *Указать* | | | | |
|  | | | | |
| 1. Желаемый перечень работ по SWIFT | | | | |
|  | | | | |
| Независимая внешняя оценка  Помощь в самоаттестации  Разработка рекомендаций  Разработка ОРД | | | | |
|  | | | | |
|  | | | | |
| 1. Желаемый перечень сопутствующих работ | | | | |
|  | | | | |
| Проведение тестирования на проникновение и анализа защищенности | | | | |
|  | | | | |
|  | | | | |
| 1. Желаемый иных работ | | | | |
|  | | | | |
| Приведение в соответствие требованиям 716-П  Аудит на соответствие требованиям 719-П, 683-П, 747-П, иных источников требований ЦБ/Приведение в соответствие требованиям 719-П, 683-П, 747-П, иных источников требований ЦБ  Аудит на соответствие требованиям ГОСТ 57580/Приведение в соответствие требованиям ГОСТ 57580  Анализ платежного ПО по ОУД4  Разработка модели угроз по новой методике ФСТЭК  Аудит организации в направлении обработки/защиты персональных данных  Аудит степени выполнения 187-ФЗ «О безопасности критической информационной инфраструктуры Российской Федерации» | | | | |
|  | | | | |
|  | | | | |
| 1. Поставка технических решений (ПО, ПАК, оборудование) ИБ/ИТ | | | | |
|  | | | | |
| Планируется ли поставка решений ИБ/ИТ?  Требуется ли консультация по вопросам поставки и внедрения решений ИБ/ИТ? | | | | |
|  | | | | |
| Какие решения по ИБ/ИТ вами рассматриваются? |  | | | |
|  | *Указать* | | | |
|  | | | | |
|  | | | | |

Благодарим за уделенное время!