**ОПРОСНЫЙ ЛИСТ ПО АУДИТУ  
СООТВЕТСТВИЯ ТРЕБОВАНИЯМ 98-ФЗ**

|  |  |
| --- | --- |
|  | |
| Наименование организации |  |
|  | |
| Контактное лицо |  |
|  | |
| Телефон |  |
|  | |
| Email |  |
|  | |
| Дата заполнения |  |
|  | |

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1. Цель проведения | | | | | | | | | | |
|  | | | | | | | | | | |
| Оценка действующей системы информационной безопасности  Подготовка к проверке регулятора  Требования партнеров | | | | | | | | | | |
| Другое | | | | |  | | | | | |
|  | | | | | *Указать* | | | | | |
| *- выбрано;*  *- не выбрано* | | | | | | | | | | |
|  | | | | | | | | | | |
|  | | | | | | | | | | |
| 1. Имеются ли филиалы у проверяемой организации? | | | | | | | | | | |
|  | | | | | | | | | | |
| Да | | | | | | Нет | | | | |
|  | | | | | | | | | | |
| 1. Определён ли перечень информации, которая относится к коммерческой тайне? | | | | | | | | | | |
|  | | | | | | | | | | |
| Да | | | | | | Нет | | | | |
|  | | | | | | | | | | |
| Если да, то укажите результат | | | | | | | | | | |
|  | | | | | | | | | | |
|  | | | | | | | | | | |
| *Указать* | | | | | | | | | | |
|  | | | | | | | | | | |
| 1. Укажите, количество человек в штате отдела информационной безопасности, включая филиалы | | | | | | | | | | |
|  | | | | | | | | | | |
|  | | | | | | | | | | |
| *Указать* | | | | | | | | | | |
|  | | | | | | | | | | |
| 1. Оцените степень документирования процессов ИТ и ИБ от 1 до 10 | | | | | | | | | | |
|  | | | | | | | | | | |
| 1 | 2 | 3 | 4 | 5 | | 6 | 7 | 8 | 9 | 10 |
|  | | | | | | | | | | |
| *1 - не документировано* | | | | | | *10 - документировано в полном объеме* | | | | |
|  | | | | | | | | | | |
|  | | | | | | | | | | |

|  |  |
| --- | --- |
| 1. Наименование средств защиты информации, применяемых в организации | |
|  | |
| Средство защиты от несанкционированного доступа |  |
|  | |
| Антивирусное программное обеспечение |  |
|  | |
| Средство межсетевого экранирования |  |
|  | |
| Средство криптографической защиты информации |  |
|  | |
| Средство обнаружения и предотвращения вторжений |  |
|  | |
| Средство контроля защищенности |  |
|  | |
| Средство мониторинга и анализ событий защиты информации |  |
|  | |
| Средство предотвращения утечек информации |  |
|  | |
| Иное |  |
|  | |
|  | |
| 1. Области, в которых применяются меры защиты информации | |
|  | |
| Учёт носителей информации  Контроль доступа сотрудника в помещения  Контроль доступа сотрудника к КТ  Охрана информации, составляющей коммерческую тайну  Иные меры защиты | |
|  | |
|  | |
| 1. Желаемый перечень работ по 98-ФЗ | |
|  | |
| Проведение предварительного анализа соответствия требованиям нормативно-правовых документов  Разработка рекомендаций по приведению в соответствие требованиям  Разработка необходимой организационно-распорядительной документации для соответствия требованиям  Проведение аудита соответствия требованиям нормативно-правовых документов  Проведение тестирования на проникновение и анализа защищенности | |
|  | |
|  | |
| 1. Желаемый перечень сопутствующих работ | |
|  | |
| Очный аудит (выезд специалиста на место проведения аудита)  Проведение тестирования на проникновение и анализа защищенности  Разработка модели угроз по новой методике ФСТЭК | |
|  | |
|  | |
| 1. Желаемый перечень иных работ | |
|  | |
| Аудит степени выполнения 187-ФЗ «О безопасности критической информационной инфраструктуры Российской Федерации»  Аудит организации в направлении обработки/защиты персональных данных | |
|  | |
|  | |

|  |  |
| --- | --- |
| 1. Поставка технических решений (ПО, ПАК, оборудование) ИБ/ИТ | |
|  | |
| Планируется ли поставка решений ИБ/ИТ?  Требуется ли консультация по вопросам поставки и внедрения решений ИБ/ИТ? | |
|  | |
| Какие решения по ИБ/ИТ вами рассматриваются? |  |
|  | *Указать* |
|  | |
|  | |

Благодарим за уделенное время!