**Предварительный опросный лист
«Работы по защите критической информационной инфраструктуры»**

|  |
| --- |
|  |
| Наименование организации |  |
|  |
| Контактное лицо |  |
|  |
| Телефон |  |
|  |
| Email |  |
|  |
| Дата заполнения |  |
|  |

|  |
| --- |
| 1. Интересующие работы
 |
|  |
| [ ]  Аудит степени выполнения 187-ФЗ «О безопасности критической информационной инфраструктуры Российской Федерации»[ ]  Разработка плана реализации мер для соответствия требованиям[ ]  Категорирование объектов критической информационной инфраструктуры[ ]  Моделирование угроз безопасности информации для значимых объектов критической информационной инфраструктуры (КИИ)[ ]  Разработка Концепции по обеспечению информационной безопасности объектов КИИ[ ]  Разработка форм направления сведений о результатах присвоения объекту КИИ одной из категорий значимости[ ]  Разработка ТЗ к системе обеспечения информационной безопасности КИИ (СОИБ КИИ)[ ]  Разработка Технического проекта СОИБ КИИ[ ]  Разработка организационно-распорядительной документации (ОРД) для субъекта и объектов КИИ[ ]  Поставка средств защиты информации[ ]  Внедрение СОИБ КИИ |
| [ ]  Иное |  |
|  |
| 1. Основные виды деятельности предприятия
 |
|  |
|  |
|  |
| 1. Основные процессы, в рамках которых возможно функционирование/функционируют КИИ
 |
|  |
|  |
|  |
| 1. Примерное количество объектов КИИ.
 |
|  |
|  |
| *В случае если оценка потенциального количества объектов КИИ не проводилась, указать общее количество ИС, ИТС, АСУ ТП* |
|  |
| 1. Наименования объектов КИИ и их назначение
 |
|  |
|  |
|  |
| 1. Обрабатываются ли в потенциальных объектах КИИ, сведения, составляющие государственную тайну
 |
|  |
| [ ]  Да | [ ]  Нет |
|  |
| 1. Последствия, к которым может привести нарушение или прекращение работы потенциальных объектов КИИ
 |
|  |
| [ ]  Ущерб жизни и здоровью людей[ ]  Прекращение или нарушение функционирования объектов обеспечения жизнедеятельности населения[ ]  Прекращение или нарушение функционирования объектов транспортной инфраструктуры[ ]  Нарушение или прекращение функционирования сетей связи[ ]  Отсутствие доступа к государственной услуге[ ]  Снижение объема годового дохода предприятия[ ]  Прекращение или нарушение проведения банковских операций[ ]  Ухудшение обеспечения обороны страны, безопасности государства и правопорядка[ ]  Ухудшение экологической обстановки |
|  |
| 1. Имеется ли в наличии проектная документация на потенциальные объекты КИИ
 |
|  |
| [ ]  Да | [ ]  Нет |
|  |
| Перечислите системы и документацию к ним: |
|  |
|  |
|  |
| 1. Применяемые средства защиты информации в структуре потенциальных объектов КИИ
 |
|  |
|  |
|  |
| 1. Структурное подразделение и должностное лицо, ответственные за защиту информации на предприятии (Контакты)
 |
|  |
|  |
|  |
| 1. Требования для допуска сотрудников Исполнителя на объекты
 |
|  |
| Указать необходимый перечень документов: |
|  |
|  |
| *паспорт, удостоверение по электробезопасности, по охране труда и т.п.* |
|  |
| Другие требования при наличии: |
|  |
|  |
| *спецодежда, каски и т.п.* |
|  |
| 1. Требования к оформлению отчетной документации по проекту
 |
|  |
| [ ]  Соответствие внутренним стандартам/требованиям/шаблонам предприятия[ ]  Соответствие ГОСТ 34 и РД 50[ ]  Нет требований (принимается формат Исполнителя) |
|  |

|  |
| --- |
| 1. Подробные сведения о потенциальных объектах КИИ:
 |
|  |
| №п/п | Наименование потенциального объекта | Процессы | Адрес площадки | Тип (ИС/ ИТС/ АСУ ТП) | Кол-во АРМ | Кол-во Серверов | Количество активного сетевого оборудования | Прикладное ПО |
| 1 |  |  |  |  |  |  |  |  |
| 2 |  |  |  |  |  |  |  |  |
| 3 |  |  |  |  |  |  |  |  |
| 4 |  |  |  |  |  |  |  |  |
| 5 |  |  |  |  |  |  |  |  |
| 6 |  |  |  |  |  |  |  |  |
| 7 |  |  |  |  |  |  |  |  |
| 8 |  |  |  |  |  |  |  |  |
| 9 |  |  |  |  |  |  |  |  |
| 10 |  |  |  |  |  |  |  |  |
| 11 |  |  |  |  |  |  |  |  |
| 12 |  |  |  |  |  |  |  |  |
| 13 |  |  |  |  |  |  |  |  |
| 14 |  |  |  |  |  |  |  |  |
| 15 |  |  |  |  |  |  |  |  |
|  |
|  |

Благодарим за уделенное время!